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It’s traditional this time of year to look ahead at the trends that will be shaping health care and health information technology (health IT) in particular. We haven’t seen as many prognostications as we usually do. We suspect folks are waiting to see what happens with the fate of the Affordable Care Act (ACA), which will be all-consuming in many ways. In the meantime, the business of health care will go on 24/7, with health IT as both a driver and enabler. With that in mind, here’s our take (in alphabetical order) on 10 trends to watch in 2017.

1. **Biosimilars.** In 2017, we will see the federal government and states continue their efforts to establish the needed infrastructure for approval and adoption of biologics and biosimilars. For example, the Food and Drug Administration recently issued a final rule on naming conventions. This is part of establishing necessary regulatory and pharmacovigilance frameworks. States are moving ahead with legislation on product substitution.

2. **Consumer-directed health information exchange.** The power of consumerism will play a large role in 2017. Patient engagement is picking up traction. A related topic is consumer-directed health information exchange (HIE). In fact, many participants in private- and public-sector initiatives — including the Medlist Effort from the Office of the National Coordinator for Health IT (ONC) and the federal Precision Medicine initiative — are beginning to share information using consumer-directed exchange. To be sure, giving consumers the ability to direct the flow of their personal health information will require changes to technology and infrastructure. However, we’ll start to see that getting off the ground in 2017. For example, the creation of a trusted data exchange framework will begin as part of the 21st Century Cures Act. Private-sector initiatives already are under way. Developers will continue to create and support safe exchange with consumer-authorized thirdparty applications and systems. Expect to see innovation and growth in these areas in 2017.

3. **Electronic prescribing (ePrescribing).** 2017 should be an active year for ePrescribing. We expect to see growth in automating specialty prescribing, with costs and volume of specialty medications fueling the trend. The ePrescribing infrastructure is in place and use cases have emerged that will facilitate adoption. Canada and other countries are looking to the United States for ways to implement ePrescribing; we should hear more about that in the next few months. Electronic prescribing of controlled substances (EPCS) also should experience an uptick in adoption, continuing the rapid acceleration in controlled substance prescription volume seen over the past couple years. Providers are finally beginning to invest in and use EPCS infrastructure — because it’s time; it will help them meet required quality reporting targets. Also, an increasing number of states are requiring that all such prescriptions be sent electronically as a tool to fight the opioid epidemic.

4. **Electronic prior authorization (ePA).** The ePA standard is maturing. As an example, the National Council for Prescription Drug Programs (NCPDP) ePA Task Group, led by Point-of-Care Partners (POCP), has received no requests for tweaks to the standard because payers and others are moving toward adoption. We’re seeing implementation involving the ability of many electronic health
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records (EHRs) and pharmacy benefit managers to accept and exchange basic information for prior authorizations (PAs). Expect that to increase in 2017, but also look for adoption to start moving to the next level. Other indicators are also signaling that ePA is poised to take off. For example, CoverMyMeds — a large ePA platform that uses the NCPDP ePA standard to help automate and accelerate PA requests and approvals — recently was bought for $1.4 billion by McKesson. This shows market recognition of the value and opportunities inherent in ePA. New use cases are emerging, such as in pharmacy-initiated ePA in the long-term care (LTC) arena. Pharmacists already have information to process PAs in that environment, and others still. As pharmacy moves to become instrumental in the care process, we expect to see efforts to facilitate ways pharmacists can become involved in ePA for LTC patients.

5. Fast Healthcare Interoperability Resources (FHIR). FHIR is one of the latest in the HL7 family of standards. It underpins the movement toward open, standardized application programming interfaces (APIs), which are getting a further boost under the 21st Century Cures Act. Providers and pharmaceutical companies are considering how to use innovative APIs to communicate with patients and partners. Increased adoption of FHIR-based APIs is expected in 2017. FHIR also is becoming key to Internet-based information exchange networks. Its accelerating momentum continues with public backing. For example, Anthem joins Independence Blue Cross in using the FHIR standard to build out value-based data exchange work flows with providers.

6. Health information exchanges (HIEs). States will continue to step up efforts to initiate and improve HIEs in 2017. This will be fueled in part by funding and guidance from ONC. Since 2010, 56 states, eligible territories, and qualified state-designated entities received awards totaling $547.7 million. The agency is making additional funding available through its HIE Challenge Grants. The exchange of health information is key to cutting costs, improving quality and giving patients better access to their health information. It also is central to value-based health care. Moreover, the “interconnectedness of connectors” will be important in a couple of years if insurance is sold across state lines and if millions of people po-
potentially move off “Obamacare” and on to new insurance plans. That said, connecting individual physicians is still a challenge and essentially taking place one at a time. There are opportunities for consolidating provider-to-provider connectivity and easing the onramps to data exchange.

7. Interoperability. Interoperability is no longer a buzzword but a concept that is being put in place. Drivers for 2017 include requirements of the Medicare Access and CHIP Reauthorization Act (MACRA) and existing ONC programs. There also will be downstream impetus from the 21st Century Cures Act. According to a recent survey, interoperability projects on which health care organizations will be working in 2017 include connecting to external databases, such as HIEs (65%), connecting applications within the organization (58%) and adding connections from medical devices to existing systems (37%). Emphasis also will be placed on greater integration of EHRs and provider work flows.

8. Prescription drug monitoring programs (PDMPs). Sadly, the opioid epidemic will show few signs of abating in 2017. In response, states will continue to enact legislation mandating that prescribers and pharmacists consult PDMPs. These are independent, state-run databases of controlled substance prescriptions that exist in all states except Missouri. Research by the Pew Charitable Trusts and others indicate that consultation of PDMPs before controlled substances are prescribed or dispensed can be effective in reducing overdose-related deaths. Emphasis also will be placed on making PDMPs more interoperable — both with each other and with EHRs by integrating access into prescriber work flows. For more information, see the article in this issue of HIT Perspectives.

9. Telehealth. Telehealth seems to be everywhere these days. It has many benefits, including filling gaps in care transcending geographic barriers to care and reducing costs. Legislators are working to remove such barriers as licensing. There are efforts to expand its use in Medicare and Medicaid, not to mention increasing coverage by employers and private insurers. During his campaign, telehealth was cited as a key piece of President Trump’s plans to reform the Department of Veterans Affairs. That marker is likely to be cashed in. According to one expert, telehealth is fast becoming a major focus of the annual meeting of the Healthcare Information and Management Systems Society, as well as a key business initiative among health care leaders. All in all, we expect to see a lot more about telehealth in 2017.

10. Value-based care. The shift from volume to value will continue in 2017, with a growing emphasis on consumers. This will be driven in part by MACRA and the 21st Century Cures Act. EHRs will be essential in supporting the data collection and analyses needed to support increased population health, quality initiatives and improved patient outcomes. In order to compete and comply with federal mandates, health care organizations must increase access to consumer-friendly services while decreasing costs. Also, expect to see high-level interest in addressing drug costs.

There’s no doubt about it: 2017 will be a year of change, but also a year of continued hard work on previous initiatives. Many of the trends covered in this article are explored in detail in previous issues of HIT Perspectives and blogs. We also closely monitor regulatory trends. To learn more, visit our Regulatory Resource Center or contact its director, Connie Sinclair, at connie.sinclair@pocp.com.
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By Tony Schueth, Chief Executive Officer

In one of his last official acts, President Obama signed the 21st Century Cures Act into law on December 16, 2016. The health information technology (health IT) community may have overlooked this bipartisan, $6.3 billion piece of legislation. The name doesn’t sound like it involves health IT and large portions are devoted to more mainstream health issues, such as expanding medical research, speeding approval of new drugs and medical devices, addressing the opioid epidemic and expanding access to mental health services. Many people may recognize the act due to considerable press coverage of its $1.8 billion in funding for the cancer research “moonshot” championed by former Vice President Joe Biden.

What many health IT stakeholders may have missed is Title IV of the act, which is devoted almost exclusively to health IT. Our blog summarizes the numerous relevant sections of Title IV. Here’s our take on some of the provisions.

- Electronic health records (EHRs). EHR vendors will have their hands full meeting the legislation’s requirements. They will have to ensure their products meet new certification requirements concerning interoperability, such as the free and secure exchange of patient information. These undoubtedly will be dealt with through notice and comments rule making, so vendors will need to stay tuned for these draft regulations.

Vendors ultimately will have to address requirements for developing products for pediatrics, other specialties and sites of services “for which no such technology is available or where more technological advancement or integration is needed.” The law requires the Secretary of the Department of Health and Human Services (DHHS) to consult with stakeholders and make recommendations within the next 18 months for voluntary certification of health IT that meets the requirements of pediatricians across various sites of care. The statutory language is vague as to whether this applies to all EHRs or some subsets. Does it mean that those EHRs not offering a pediatric-specific version of their software would be required to build one? In terms of voluntary certification, pediatric-focused products certainly will have to meet specific criteria —
such as a meaningful use (MU)-like certification for a specialty. This indeed would be uncharted territory, which could pave the way for future certifications for other specialties down the road. That said, specialties have discrete requirements, so one size will not fit all. It also remains to be seen whether there would be penalties for vendors who choose to ignore ensuing voluntary certification requirements.

It also is unclear whether the statutory language means only EHRs or includes various modalities, such as mobile health, depending on how DHHS interprets the statute. Health IT is a broad term, after all. To ensure their voices are heard, we recommend that vendors monitor and participate in the stakeholder group that will be convened to address those requirements for pediatric health IT. These recommendations undoubtedly will form the basis of future rule making, which will lock down requirements to which the industry will have to conform.

The act’s requirements could hasten further consolidation of the EHR market with additional functional and certification requirements, over and above those required for MU and the Medicare Access and CHIP Reauthorization Act (MACRA). Piling on these 21st Century Cures Act requirements might prove too burdensome for smaller vendors.

**Interoperability.** The law makes it clear that interoperability is not going away as an issue and will continue to be a policy driver in the world of health IT. The act approaches interoperability from several different directions. Among the most significant is creation of a framework for a trusted exchange network for health IT. This will be spearheaded by the Office of the National Coordinator for Health IT (ONC) in conjunction with the National Institute of Standards (NIST) and stakeholders. The law also calls for the development and certification of patient-centered EHRs. Expect to see rulemaking further down the line to flesh out implementation and adoption details and timelines. In addition, application program interfaces (APIs) also figure into the picture, following a growing trend in legislation and policy making over the past few years. The act requires them to be part of ONC’s Health IT Certification Program.

In an unusual move, this legislation creates “teeth” for enforcement against information blocking. It establishes authority for the DHHS’ Office of the Inspector General to investigate claims of information blocking and fine those found to be in violation. That appears to include developers, networks and exchanges. Those fines can be substantial — up to $1 million per violation. It also appears that enforcement actions also may be taken against noncompliant providers; forthcoming notice and comment rule making will provide details. All of this is rare, indeed. Stakeholders have been put on notice.

**Office of the National Coordinator (ONC).** The act further enhances the value of ONC in terms of its expertise, oversight, accountability and interoperability of health IT. For example, it expands the role of ONC as a certifier of health IT and establishes it as a resource to help providers select appropriate health IT. The agency also could be involved in pilot testing various solutions. As mentioned previously, it will work with NIST and stakeholders to develop a framework for the trusted exchange of health information.

That said, ONC-related regulations for 21st Century Cures Act implementation currently are on hold due to an across-the-board freeze placed in effect by the Trump administration. One would have created authority for ONC to oversee health IT certification, the EHR reporting program and the newly created Health IT advisory committee. A second was to begin the process of renewing the contract for ONC’s approved accreditor. That job of overseeing the EHR certification program currently is held by the American National Standards Institute (ANSI), whose three-year term expires in June.

**Patients.** The act clearly emphasizes the patient perspective and experience, suggesting these will continue to be important to regulators going forward. It carries on the patient focus seen over the past few years with
requirements for MU, the creation of value-based reimbursement based on patient-centered care models (think patient-centered medical homes) and new requirements under MACRA. With respect to health IT, the 21st Century Cures Act contains requirements to make EHRs more patient friendly and more readily able to exchange patient information. EHRs will be required to exchange information with registries, although harmonization of these provisions and similar ones in MACRA may be in order. These and other patient-centered provisions clearly signal that patient empowerment and patient-centric care should be considered by payers, providers and health IT vendors must continue in the future.

The new law also requires the General Accountability Office to study challenges related to patient access to health information. These include barriers to access, complications health care providers experience when providing access and methods patients may use for requesting their personal health information. If the past is prologue, this study will be used as the basis for future rules making to address issues that haven’t been covered.

• **Standards.** Standards clearly were on the minds of the drafters of the 21st Century Cures Act. For example, it clearly spells out that various activities, such as development of a trusted exchange network, must use standards created by recognized standards development organizations. It also sunsets and combines existing Health IT policy and standards advisory committees to create a new Health IT advisory committee that will engage stakeholders to identify priorities for standards adoption. Standards harmonization and implementation are also part of its portfolio, as well as pilot testing certain standards. The committee will also specifically address issues related to interoperability, privacy and security. In sum, it will be very influential. Its recommendations are likely to be translated into rules making and policy. As a result, its membership and deliberations will be of critical importance to the health IT community.

• **Telehealth.** Telehealth is an under-the-radar trend that has been quietly gaining traction over the past several years. The act clearly aims to expand Medicare adoption of telehealth services. It calls for Medicare to identify which beneficiaries might find telehealth useful, which high-volume health care services would be amenable to this approach and barriers to adoption. MedPac is to weigh in on related financial matters. Further adoption of — and payment for — telehealth services by Medicare will push the private sector to follow suit. This will create opportunities for EHRs and APIs to facilitate the capture and exchange of patient data.

This article only touches the surface of what the 21st Century Cures Act means for health IT. Point-of-Care Partners can help you perform a deeper dive of its provisions and their impacts on various stakeholders. Drop us an email or give us a call.
Prescription drug monitoring programs (PDMPs) created to address drug abuse and diversion, are independent, state-run databases of controlled substance prescriptions. Until recently, they existed in relatively obscure, seldom-used silos. Then, the opioid problem became an epidemic that hit the nation with rapidly mounting deaths and overdoses. According to government statistics, drug overdosing is the leading cause of accidental death in the United States. An estimated 91 Americans die every day from an opioid overdose.

This tragic turn of events has caused officials at the federal and state levels to consider how PDMPs could become an even more effective tool in fighting opioid abuse and diversion. In response, states are ramping up legislative requirements for their use. Stakeholders are looking at ways of increasing interoperability of PDMPs, and we expect to hear a lot more about them in 2017.

**Why PDMPs?** PDMPs are being increasingly viewed as a key tool in the fight against abuse and diversion of prescription drugs. They collect data from pharmacies, outpatient hospital pharmacies, outpatient clinics and other data submitters on dispensed controlled substance prescriptions. They capture data regarding quantities of and to whom controlled substance medications have been dispensed. Checking this information before writing prescriptions for controlled substances — and before the medications are dispensed — can help identify potential drug abusers and doctor shopping. All states (except Missouri) have established a PDMP. The federal government recently gave $8.8 million in 20 separate awards to 19 state health and pharmacy boards and departments in support of PDMPs.

Use of PDMPs is gaining traction because they have proven effective. According to a new study by Vanderbilt University researchers, implementation of state PDMPs was associated with the prevention of approximately one opioid-related overdose death every two hours, on average, nationwide. Results are seen at the state level as well. New York requires prescribers to check the state database before prescribing controlled substances. Since the mandate began in 2013, the state reported a 75% drop in the number of patients using multiple prescribers and pharmacies to acquire controlled prescription drugs. Florida is another example. In concert with related policies targeting inappropriate opioid prescribing, Florida found that oxycodone-caused mortality declined 25% in the month immediately following implementation of its PDMP.

**States pass or consider new PDMP laws.** Due to the success of PDMPs and the continued rise of the opioid epidemic, state lawmakers have stepped up regulatory and legislative mandates related to PDMP use. In California, a September 29, 2016 law created a broad mandate for prescribers to access the state PDMP before prescribing any controlled substance under schedule II, III or IV. This makes California the 26th state to require prescribers to review PDMP records before writing a controlled substance prescription.

Numerous other states have bills in the works related to PDMPs, although their requirements could change if and when they make it as far as enactment. For example, Kentucky is trying to alert the PDMP to any person convicted of a felony...
related to controlled substances so clinicians can take that into consideration when these patients request a controlled substance prescription. States like New York, New Jersey and West Virginia are proposing that prescriptions for naloxone-type drugs (for the reversal of an opioid overdose) be reported to the PDMP. Pennsylvania will be offering patients a non-opiate directive form which allows patients to stipulate they do not want opiates prescribed for them. This directive is to be documented in the PDMP and in the EHR, so prescribers can see it before writing a prescription for controlled substances.

Legislation related to documenting or reducing opioid use continues to be introduced. A bill in Massachusetts would mandate electronic prescribing of controlled substances, while another in New Jersey would mandate all such prescriptions to be electronic. Proposed legislation in New Jersey also would require a 3-day default limit in electronic health records (EHRs) involving opioid drugs.

**PDMP pilots.** Despite the success of PDMPs in fighting drug abuse and diversion, it is time to take them to the next level and improve their interoperability. Currently, PMDPs have limited interoperability with EHRs and pharmacy systems because they are based on a completely different operating platform and data exchange model. For additional details, see the article in the April 2016 issue of *HIT Perspectives*.

With those issues in mind, the Office of the National Coordinator for Health Information Technology (ONC) convened a large, multistakeholder group to evaluate how use of current technology and standards for EHRs and pharmacy systems affect interoperability with PDMPs. These efforts resulted in pilots, and those sites and participants are summarized on the initiative’s website. Emphasis was placed on assessing the ability to query the PDMP database by EHRs and pharmacy systems, as well as return accurate responses to the requestors. An implementation guide was produced.

The pilots recently concluded and seven of 10 participating vendors are now moving PDMP functionality into production, leveraging the final implementation guide. Appriss has indicated that many EHRs are indeed integrating to its PDMP gateway.

**Moving forward.** While the war against prescription drug abuse is far from over, stakeholders are ramping up to fight even stronger. It will be interesting to see how results of the pilot are taken into production and implemented. We hope there will be an evaluation component that will further move the ball down the field. We expect to see more pilots as stakeholders look to resolve data gaps as well as technical and legal issues that limit data exchange and retention.

We also expect to see more state legislation aimed at making PDMPs an even more important tool in fighting the opioid abuse epidemic. Point-of-Care Partners is on top of those efforts. Our ePrescribing State Law Review was created to keep companies current with federal and state regulatory changes so they can proactively identify opportunities and modifications that may be needed. Subscribers receive ongoing, in-depth analyses of relevant prescribing rules and have access to POCP regulatory experts. An abbreviated summary, the ePrescribing State Law Capsule, is available on a complimentary basis.

*To learn more, visit our Regulatory Resource Center or contact its director, Connie Sinclair, at connie.sinclair@pocp.com.*